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Chapter 1 Introduction

In Exaquantum the user can access Exaquantum data via the Exaquantum website.

After an Upgrade in rare circumstances the Exaquantum website can display A HTTP Error
500.19 - Internal Server Error, the user is not able to access the ExaquantumWeb website.

This document will detail the error and how to resolve it.

1.1 Audience
This guide is intended for system integrators and administrators.
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Chapter 2 Issue

A HTTP Error 500.19 - Internal Server Error is shown when attempting to access the
ExaguantumWeb website.

The requested page cannot be accessed because the related configuration data for the
page is invalid. Error Code: 0x800700c1.

HTTP Error 500.19 - Internal Server Error

The requested page cannot be accessed because the related configuration data for the page is invalid.

Most likely causes:
* The worker process is unable to read the applicationhost.config or web.config file.

* There is malformed XML in the applicationhost.config or web.config file.
» The server cannot access the applicationhest.config or web.config file because of incorrect NTFS permissions.

Things you can try:

* Look in the event logs for information about why the configuration files are not readable.
* Make sure the user identity specified for the application pool, or the authenticated user, has the required permissions to access the web.config file.

Detailed Error Information:

Module DynamicCompressionModule Requested URL http://win-fbjmp7nn62f:80/Ion
Notification SendResponse Physical Path C:\Program Files (x86)\Schneider Electric\Power Monitoring Expert\system\We
Handler ExtensionlessUrlHandler-ISAPI-4.0_3 bReach
Zbit Logon Method Anonymous
Error Code 0x800700cl Logon User  Anonymous

More Information:

This error occurs when there is a problem reading the configuration file for the Web server or Web application. In some cases, the event logs may contain more i
nformation about what caused this error,
View more information »

2.1 Cause

This error occurs as a result of the DynamicCompressionModules and
StaticCompressionModule being installed when Windows Server Update Services (WSUS) is
installed on the same machine.

DynamicCompressionModules and StaticCompressionModule are IS modules, both are not
required for Exaquantum to operate.
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Chapter 3 Resolution

To resolve this issue, the 1IS modules can be removed by following the below steps:
1. OpenllS

2. Click on server module node at the top of the left-hand tree and choose "Modules"

‘ WSUS Administration H
= ministration Home
Q-2 8 q
- i - %60 - @ -8-
5 DCISTM2 OCIITMDAdminist ] e SIS s Stiow A1) Sreus by Area =
= PO ASP.NET - A
v 8] Sites :2 & 2 = [N
i5 - iy \
v @ Default Web Site ) N\~ s | L k 2 ?
¥ AlarmConfiguration NET NET NET Error NET .NET Profile .NET Roles  .NET Trust
) aspnet_client hori Compilati Pages i Levels
¥ Dashboards 3 3 EN »
L B Ews e § = [ab) ﬂ e 2 z;
» (P HierarchyManager NET Users  Application Connection Machine Key Pagesand  Providers Session State
P 10N Settings Strings Controls
¥ IONReportDataService| —
P Ratekditor @l
r L=
» P reporter SMTP E-mail
(¥ Slideshow
¥ SystemDataService
3 Trends " = ®
(3 Web © %& car \@ =
¥ WebServices = 4 % o -
@ WSUS Administration ASP Authentic.. C6l  Comp Default  Directory
Rules Document  Browsing
= iy i = *
2 B & @ € F &
Error Pages Failed Handler HTTP HTTP IP Address  ISAPI Filters

RequestTra.. Mappings  Redirect  Respon.. andDoma..

-] = e =

B = |H|# &8 §
Logging MIMETypes | Modules| Output  Request SSL Settings
Caching Filtering

v
. . . . " "
3. Right click on DynamicCompressionModule and choose "Unlock
G‘ig Modules
Use this feature to configure the native and managed code modules that process requests made to the Web server.
Groupby: No Grouping
Name Code Module Type Entry Type ~
windir 2inetsr..  Native Local
Ancnymousldentification System.Web.Security.Anony..  Managed Local
i icati indi 2\inet Native Local
¢ g 2. Swindi 2\inet: Native Local
o ionVali Sewindir Zinetsr...  Native Local
CustomErrorModule Séwindir¥\System32iinetsr..  Native Local
DefaultAuthentication System.Web.Security.Default..  Managed Local
D i 2\i . Native Local
) . Native Local
DirectoryListi Sewindir’ 2 . Native Local
DynamicCompr -+ -t e SR A Native Local
» M Modul
DynamiclpRestyy 99 Menaged Module s MNative Local
FailedRequestsT Configure Native Modules... i Mative Local
FileAuthorizatiol  Egit.. bAuth.. Menaged Local
FormsAuthentic - meA..  Managed Local
C - Native Local
Hitp Remove A lative ocal
HitpLoggingMd sl Native Local
HttpRedirection View Ordered List... tsnAr.  MNative Local
lISCertificateMay e Help #srA...  Native Local
I ionM Native Local
IsspiFilterModule Sewindir¥\System32iinetsrf... Mative Local v

4. Right click on StaticCompressionModule and choose "Unlock"
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5. Open desired websites ExaguantumWeb -> Open Modules

.2} Application Pools
v - @ Sites

& Default Web Site

v @ Exaquantum

> - aspnet_client

.| Developer Tools
5> - Documentation
> -] Exaopc
(¥ Exaquantum

(¥ ExaquantumHome
> - ExaquantumWeb
> (¥ ExaquantumWebservice

6. Right click on DynamicCompressionModules and choose "remove"

9 Modules

Use this feature to configure the native and managed code modules that process requests made to the Web server,

Group by: No Grouping

Name Code Module Type Entry Type ol
AnonymousAuthenticationM...  %windir¥%\System32\inetsn...  Native Inherited
Anonymousldentification System.Web.Security.Anony...  Managed Inherited
BasicAuthenticationModule F%windir%\System32\inetsn\...  Native Inherited

(o Fowindir%\System32\inetsr\...  Native Inherited

G %windir%\System32\inetsr\...  Native Inherited
CustomErrorModule F%windir%\System32\inetsr\...  Native Inherited
DefaultAuthentication System.Web.Security.Default.. Managed Inherited

DefaultDos Fowindird\System32\inetsrA\...  Native Inherited
DigestAuthenticationModule 9%windir%\System32\inetsr\...  Native Inherited
DirectoryListingModule Fowindir%\System32\inetsn\...  Native Inherited

[ DynamicCompressionModule  Sawindir®\ Sustem3inetsnd  Native Inherited ]
DynamiclpRestrictionMog Add Managed Module... Native Inherited
FailedRequestsTracingMo Configure Native Modules... Native Inherited

FileAuthorization Edit.. Managed Inherited

F i Managed Inherited

HttpC [X Remove Native Inherited
HttpLoggingModule Revert To Parent Native Inherited
HttpRedirectionModule View Ordered List... Native Inherited
IISCertificateMappingAut] Help Native Inherited
IpRestrictionModule —rermren ey s e Native Inherited

IsapiFilterModule S%windir%\System32\inetsnif... Native Inherited 5

7. Right click on StaticCompressionModule and choose "Remove"

8. Restart IIS. The user should now be able to access the ExaquantumWeb website.
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Chapter 4 Further Reading

For further information please visit the Yokogawa Marex support website or contact YMX at
the support@ymx.yokogawa.com email address.

The Yokogawa Marex support website is available at https://lymx.yokogawa.com/support

The Yokogawa Marex Knowledgebase is available at
https://lymx.yokogawa.com/knowledge-base
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Copyright and Trademark Notices

© 2023 Yokogawa Electric Corporation
All Rights Reserved

The copyright of the programs and online manuals contained in the software medium of the
Software Product shall remain with YOKOGAWA.

You are allowed to print the required pages of the online manuals for the purposes of using
or operating the Product; however, reprinting or reproducing the entire document is strictly
prohibited by the Copyright Law.

Except as stated above, no part of the online manuals may be reproduced, transferred, sold,
or distributed to a third party in any manner (either in electronic or written form including,
without limitation, in the forms of paper documents, electronic media, and transmission via
the network).

Nor it may be registered or recorded in the media such as films without permission.

Trademark Acknowledgements

= CENTUM, ProSafe, Exaquantum, Vnet/IP, PRM, Exaopc, Exaplog, Exapilot,
Exasmoc and Exarge are registered trademarks of Yokogawa Electric Corporation.

= Microsoft, Windows, Windows Server, SQL Server, Excel, Internet Explorer,
SharePoint, ActiveX, Visual Basic, Visual C++, and Visual Studio are either
registered trademarks or trademarks of Microsoft Corporation in the United States
and other countries.

= Adobe and Acrobat are registered trademarks of Adobe Systems Incorporated and
registered within particular jurisdictions.

» Ethernetis a registered trademark of XEROX Corporation.

= All other company and product names mentioned in this manual are trademarks or
registered trademarks of their respective companies.

= We do not use TM or ® mark to indicate those trademarks or registered trademarks
in this manual.

= We do not use logos in this manual.
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Highlights
The Highlights section gives details of the changes made since the previous issue of this
document.

= Summary of Changes
This is Issue 1.0 of the document related to Product Library version 1.0.

= Detail of Changes

The changes are as follows:

Chapter/Section/Page Change
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